# 附件：服务需求

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **安全服务价格请单** | | | | | | | | |
| **序号** | **类别** | **名称** | **描述** | **服务内容** | **单位** | **单价** | **数量** | **总价** |
| 1 | 信息系统安全评估咨询服务（等保二级） | 依据相关安全规范及要求，从安全管理体系和安全技术体系两个层面，帮助客户了解企业/单位的信息安全现状，并在此基础上，有针对性的输出改进建议，并帮助客户落地实施。 | 依据等级保护二级的相关规范及要求，从安全管理体系和安全技术体系两个层面，帮助客户了解企业/单位的信息安全现状是否达到等级保护标准的要求，在评估的基础上，有针对性的输出改进建议，并帮助客户落地实施。最终协助客户通过等级保护测评。 | 差距分析（信息系统调研、定级备案、安全技术评估、安全管理评估、等级保护差距分析报告） | 系统 |  | 1 |  |
| 安全整改方案设计（系统等级技术建设解决方案设计、管理体系等级保护方案设计） |
| 系统整改实施（安全管理制度整改、协助安全加固、提供整改建议、并提供验证） |
| 等保测评 | 等保测评服务（二级） | 协调组织开展本次等级保护测评工作，最终通过具有资质的测评机构测评，取得由测评机构出具的测评报告。 |
| 2 | 安全服务 | 高级渗透测试 | 通过工具及人工黑盒（模拟黑客）的测试方式，发现客户网络和业务系统中存在的安全缺陷，并提供验证 | 针对应用系统，从攻击者的视角，模拟黑客所使用的攻击手段对目标系统进行模拟入侵，以充分挖掘和暴露系统的弱点，从而让管理人员了解其系统所面临的威胁 | 系统 |  | 12 |  |
| **合计** | | |  | | | | | |